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1
Decision/action requested

It is proposed to remove EN for the private ID in Nbsp_Gba_PushInfo service operation response.
2
References

[1]
S3-203220: "Living document for TS 33.223: SBA support for Zpn".
[2]
3GPP TS 33.223: " Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA) Push function"
3
Rationale

In the living document for TS 33.223 [1], there is EN for the output of Nbsp_Gba_PushInfo service operation as below:

Editor’s Note: When Push-NAF belongs to the 3rd party, the exposure of Private Identity is FFS.

According to the TS 33.223[2], it was specified in clause 4.3.7 "Requirements on Reference Point Zpn and Zpn":

The requirements for reference point Zpn are:

-
Mutual authentication, confidentiality and integrity shall be provided.

…

The BSF shall be able to be configured on a per NAF or per application basis. 

-
Whether private subscriber identity, i.e. IMPI, may be sent to the NAF.

-
Whether a particular USS may be sent to a NAF.

Also it was specified in clause 5.1.3 "BSF processing of NAF GPI request"/ Table 5.1.3.1 "Parameters in GPI response" that the private user identity is "Only returned if requested and public user identity was used in GPI request and the NAF is authorized by the BSF to receive the private user identity." 

The same requirements shall apply when Zpn is adapted to SBI. Thereby, it is up to configuration options and agreement between the NAF owner and the operator to provide the Private Identity in Nbsp_Gba_PushInfo service operation response. 

This contribution proposes to remove the mentioned Editor's Note. 

4
Detailed proposal

**** START OF CHANGES ****
X.2.2.2.2
Nbsp_Gba_PushInfo service operation

Service operation name: Nbsp_Gba_PushInfo

Description: This service operation is used between the Push-NAF and the BSF to request the GBA Push Information (GPI) in order to bootstrap the UE with GBA key material. It is also used to fetch application-specific user security settings from the BSF.

Inputs, Required:, User Identity (Private or Public Identity), User Identity type, UICC application identifier, Push-NAF-Id, Push-NAF SA identifier, Indicator for use of GBA_ME or GBA_U, Requested Push-NAF key lifetime, Private User Identity indicator, List of Global Service Identifiers (for USS information), AUTS, RAND.

Inputs, Optional: None. 

Outputs, Required:. GPI data, key material, Push-NAF key lifetime, Application-specific USS. The key material consists of Ks_NAF in case of GBA_ME and Ks_ext_NAF in case of GBA_U. The key lifetime is the lifetime associated to the key material.

Outputs, Optional: Key material, Private Identity.

NOTE X: Depeding on the value of the indicator use of GBA_ME or GBA_U more key material (i.e. Ks_int_NAF) may be returned as output.

Note Y: Push-NAF is clause X.2.2.2 can be a Push-NAF either internal to the PLMN or provided by the 3rd party. 


**** END OF CHANGES ****
